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Flex Cyber Security Training 

Security Awareness  

 

80% of cyber breaches are, in part, due to human error. 
(CybSafe analysis of UK ICO security breach data 2021) 

 

The human element in cyber security breaches is not usually intentional; 

it is often due to a lack of awareness.  

Employers and employees are insufficiently informed about risks and 

how their actions can aid or compromise protection against cyber-attack. 

For this reason, cyber security training should be offered to all members 

of the team, not just those in the IT department.  

 

Embedding Security Behaviours 

Cyber Security awareness training focuses on building an understanding of how everyone 

plays a vital role in the organisation’s security strategy.  

The internet is now used for the majority of business interactions and transactions; this 

brings benefits and risks. In addition, remote working has extended the network and the 

variety of devices that employees use. These realities make an informed and vigilant team 

more important than ever. 

In comprehending the threats, your employees are more likely to take personal 

responsibility for their actions. You can expect greater compliance with security measures 

following cyber security awareness training. 

 

Mitigate the Risk of Human Error 

The threat is real, yet we’ve got your back. Our training helps to mitigate the risks and 

protect your business data and systems by: 

• Clarifying the treats 

• Imparting techniques that help employees to identify & avoid fraudulent messages 

• Fostering behaviours that maintain security 

• Encouraging employees to think before acting 

• Promoting swift reporting of any security concerns 
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We provide regular reports to your assigned security manager providing a clear 

understanding of your staff engagement and behaviour regarding cyberthreats. 

 

Online Cyber Security Awareness Training 

As your IT partner, we tailor our training to your business.  

Our Online Training modules cover the following: 

• Risk Awareness 

• Threat Awareness 

• Safety Awareness 

• Security Phishing Awareness 

• Employee Awareness 

Online training enables your employees to work through the modules at their pace and in 

their usual place of work. A regular programme with reminders and examples ensure that 

security behaviours are embedded into the workplace culture. 

 

Reporting 

You can expect regular reports showing the results of recent campaigns, and an overview 

of recent performance. Results are anonymised to encourage a culture of openness. This 

is useful so that an organisation can manage reducing its risk by encouraging the users to 

keep up to date with their training without feeling like the intent is to blame and shame. 

 

Cyber Security Awareness - Charges 

Licenses are charged on a per-user basis.  

The subscription term is 12 months.  

 

 


